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Intrusion Detection for Destruction and Contamination Activation 

TECHNICAL AREA: 
This disclosure relates generally to preventing or thwarting reverse engineering, 

and more specifically to safety measures that are configured to detect intlUsion and activate 

destruction and/or contamination. 

BACKGROUND: 

If someone attempts to reverse engineer the technology, the trace left behind after 

activating the destruction mechanism has to be so little that it would be hard to deduce 

anything. This is similar to playing a game where we have the first move, therefore we are 

able to dictate the initial stages; anticipating what reverse engineers would do and 

responding with an effective way to block their methods. It is highly likely that the 

technology would be reverse engineered because our strategy does not change, however, 

we hope to generate enough obstacles that we would already be a dominant force in the 

market. 

EXISTING TECHNOLOGIES: 

The technologies involved are related to intrusion detection, destruction, and 

contamination. These technologies would be installed into the device. There is a lot of 

existing technologies that can be used to prevent reverse engineering. Most of the 

technologies will be used to protect the cold fusion technology. The technologies discussed 

are most likely the ones that will be used. 

IntlUsion detection technologies include Performance Monitoring and Fault 

Location (PMFL), sensors, and encryption codes. With PMFL, the device can be monitored 

remotely. Sensors will help detect an intrusion. Some sensors that can be used are light and 

proximity. The encryption method will be some form of a code that needs to be entered in. 

As for the destruction of the reactor, thermite is a possibility. Thermite would be 

made by mixing iron oxide with aluminum powder, followed by the addition of sulfur to 

make the ignition process easier. 
















